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OVERVIEW 

The Biscom Secure File Transfer (SFT) application for HP enables users of HP Workpath 

multi-function devices to securely transfer scanned documents via the Biscom SFT 

system. The transferred documents are securely uploaded to an on-premises or cloud 

Biscom SFT server where the documents are encrypted at rest. The recipient receives an 

email notification of the delivery with a link to access the delivery and download the 

documents.  

 

 

 

 

 

BISCOM SECURE FILE TRANSFER DEPLOYMENT OPTIONS 

The Biscom SFT Cloud Service supports: 

• User accounts for delivery of scanned and electronic documents 

• User level transaction logging 

 

The Biscom SFT On-Premises Enterprise supports: 

• Enterprise level administration of delivery policies, user permissions, and transaction 

auditing 

• Outlook add-in for secure email delivery 

• Active Directory integration 

• Secure collaborative workspaces 

• At rest delivery data secured with AES-256 encryption  

KEY BENEFITS 

• No size limitations  

• Allows secure delivery of a 

large scanned document as 

a single file 

• Secure delivery to one or 

multiple recipients 

• Secure delivery information 

includes subject, 

notification message,  and 

secure message 

• View scanned documents 

before sending 

• Option to require recipient 

to authenticate 

• Sender receives email 

notification of recipient 

access 

• All delivery activity 

recorded in permanent 

transaction logs for audit 

trail 

• Web interface for secure 

delivery of electronic 

documents 
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